Access Control for Databases: Concepts and Systems

Elisa Bertino
Purdue University
West Lafayette, IN, USA
bertino@cs.purdue.edu

Gabriel Ghinita
Purdue University
West Lafayette, IN, USA
gghinita@cs.purdue.edu

Ashish Kamra
Purdue University
West Lafayette, IN, USA
akamra@purdue.edu

now
the essence of knowledge
Boston – Delft
Contents

1 Introduction
   1.1 An Historical Perspective 4
   1.2 Recent Research Directions 7
   1.3 Organization of the Monograph 9

2 Background
   2.1 Access Control Models 11
   2.2 Cryptographic Preliminaries 32
   2.3 Summary 35

3 Foundations of Access Control for Relational Database Systems 37
   3.1 The System R Access Control Model 37
   3.2 Content-based Access Control 42
   3.3 Mandatory Access Control Models 45
   3.4 Summary 49

4 Case Studies
   4.1 SQL Server 2008 51
   4.2 Oracle Virtual Private Database 58
   4.3 Labeled Oracle 62
   4.4 Summary 66
<table>
<thead>
<tr>
<th>Section</th>
<th>Page</th>
</tr>
</thead>
<tbody>
<tr>
<td>9.2 Privacy-preserving Access Control Mechanisms</td>
<td>136</td>
</tr>
<tr>
<td>9.3 Summary</td>
<td>141</td>
</tr>
<tr>
<td><strong>10 Concluding Remarks and Research Directions</strong></td>
<td>143</td>
</tr>
<tr>
<td>References</td>
<td>147</td>
</tr>
</tbody>
</table>