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#### Chapter 1
State of Practice in Secure Software: Experts’ Views on Best Ways Ahead

  * Bill Whyte, Independent Consultant, UK
  * John Harrison, LanditD, UK

In this chapter the authors present a synthesis of expert views on some important actions to improve the state of practice in secure software. The authors base their study on experiences as panel moderators, rapporteurs and report writers involved in drafting the views of experts.
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#### Chapter 2
Using Security Patterns to Develop Secure Systems

  * Eduardo B. Fernandez, Florida Atlantic University, USA
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  * Jan Jurjens, Technical University of Dortmund, Germany
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In this chapter the authors present work on the use of patterns for the development of secure software systems. Their work applies the pattern paradigm to various parts of the software systems development from analysis to design to testing.
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In this chapter, the authors discuss a security engineering process based on security problem frames and concretized security problem frames. The presented process is supported by formal models that are used to prove that the solution approaches are correct solutions to the security problems. Furthermore, the formal models of the solution approaches constitute a formal specification of the software to be developed.
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The authors of this chapter present evaluation results of a study that examined the extent to which constructs provided by security requirements engineering approaches can support the use of security patterns as part of the analysis of security problems. Their analysis was based on a specific pattern and it employ a number of existing security modelling approaches.
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In this chapter the authors discuss the problem of integrating security into the software development process, paying more attention to the requirements engineering discipline and the software design stage, and they present their efforts to integrate security considerations into the software systems development process in various domains such as software product lines, business processes, web services, and databases and data warehouses.

Chapter 6
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The authors present the Aspect-Oriented Risk Driven Development (AORDD) methodology, which integrates the analysis of two quality properties, namely security and performance, into the development process of critical systems. The approach is illustrated using a transactional web e-commerce benchmark (TPC-W) originally developed by the Transaction Processing Performance Council.

Chapter 7
State Model Diagrams: A Universal, Model Driven Method for Network System Configuration and Management ................................................................. 192
S. P. Maj, Edith Cowan University, Australia

This chapter presents an approach concerned with the configuration and management of network devices. In particular, the paper demonstrates how the State Model Diagram method is useful for the configuration and management of complex security protocols and devices.
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In this chapter the authors identify a number of privacy requirements that should be considered during system analysis and design. They also present and analyse 10 methods from the area of secure requirements engineering. They then compare these methods based on their initial set of privacy requirements.
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In this chapter, the authors present their work on the development of a conceptual model to support the definition of privacy policies. The presented model introduces a set of concepts concerning privacy and defines the existent relationships among those concepts along with the interfaces for the definition of privacy related mechanisms. The assessment of the model is presented with the aid of an example from the health domain.
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In this chapter, the authors discuss how the “designing for trust” paradigm leverages trust governance into the design practices of ICT systems by complementing security-based methodologies. In particular, they argue about the need to consider trust as part of the software systems development process, they present three different (but complimenting) views of the notion of trust and they discuss how trust governance and security management can benefit from an integration.
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In this chapter the authors investigate recent advances in theory and tool support for static program analysis of security critical applications. Based on their investigation they then present an approach for automatic verification of critical application based on the domain of smart cards.
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In this chapter the authors present a method to increase the confidence in the behavior of critical control systems. The presented method automatically generates the timed automata models from the specification ISA 5.2 Binary Logic Diagrams, and the implementation Ladder programs, for model-based analysis. The method is based on the use of the Uppaal tool and the Uppaal-TRON testing tool.
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